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§ 143B‑1378.  Assessment of agency compliance with cybersecurity standards.
At a minimum, the State CIO shall annually assess the ability of each State agency, and each 

agency's contracted vendors, to comply with the current cybersecurity enterprise‑wide set of 
standards established pursuant to this section. The assessment shall include, at a minimum, the 
rate of compliance with the enterprise‑wide security standards and an assessment of security 
organization, security practices, security information standards, network security architecture, 
and current expenditures of State funds for information technology security. The assessment of a 
State agency shall also estimate the initial cost to implement the security measures needed for 
agencies to fully comply with the standards as well as the costs over the lifecycle of the State 
agency information system. Each State agency shall submit information required by the State 
CIO for purposes of this assessment. The State CIO shall include the information obtained from 
the assessment in the State Information Technology Plan.  (2015‑241, s. 7A.2(b); 2019‑200, s. 
6(g).)


